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Abstract of the contribution: This contribution proposes an update to Solution#3 to introduce procedure of PDU session establishment and modification for UE accessing via MWAB for Study on architecture enhancements for vehicle-mounted relays Phase 2. 
1. Discussion
Based on the architecture defined in Solution#1, N6 interface is used between the BH-UPF and the UE-UPF. Hence, the UE-AMF/UE-UPF performs as an application server to the BH-UPF. 
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As shown in the above figure, when UE accessing via MWAB
· Uplink data is received and the UE packet needs to be decapsulated with IP BH as the source address at the UE UPF
· Downlink data is encapsulated in UE UPF with address information of MWAB-UE and CN Tunnel Info for MWAB access.
Considering that the UE UPF also supports UE accessing without MWAB, a mechanism needs to be defined so that UE-UPF can correctly encapsulate/decapsulate the UE packet.  
This paper proposes solutions on how to manage UE PDU session when UE accessing via MWAB for KI#1.
2.
Text proposal
It is proposed to agree the following changes to TR 23.700-06:
* * * * First change * * * *

6.3.2
Functional descriptions
This solution assumes that:

-
BH PDU session for N2 backhaul is already established.

-
One or multiple BH PDU session(s) for N3 backhaul is already established or has not been established. Each BH PDU session is associated with the default 5QI and ARP of the QoS Flow associated with the default QoS rule as defined in clause 6.4 of TS 23.503 [10].

For the UL/DL UE traffic, the UE PDU session QoS received at MWAB-gNB (i.e. the UE QoS flow) is bound to the BH QoS flow (and/or BH PDU session). The MWAB binds the UE QoS flow to BH PDU session based on the UE requested PDU session and the QoS flow characteristics:

-
If there is an existing BH PDU session which is suitable to support the UE PDU session and its QoS flows characteristics, this BH PDU session is selected, and the UE PDU session is bound to this BH PDU session.

-
If no existing BH PDU session suitable, a new PDU session is established based on the UE PDU session and its QoS flow characteristics. Alternatively, an existing BH PDU session is modified to accommodate the new PDU session or QoS flow.

NOTE:
It is the MWAB-gNB to trigger MWAB-UE to establish/modify the BH PDU session as defined in clause 4.3 of TS 23.502 [7].
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Figure 6.3.2-1: Mapping of QoS flows at MWAB and at BH UPF

Figure 6.3.2-1 shows that the UE traffic for a specific QoS flow of a UE PDU sessions is carried in GTP-U tunnels for UL and DL that are associated with DSCP values and IP@ of theUPF(for UL) of the UE and IP address of MWAB-gNB (for DL). The DSCP value can be identified at the MWAB-gNB based on policy related to information the MWAB-gNB has in the SM context for the PDU session. The MWAB gNB then requests the MWAB-UE to perform a modification of the BH PDU session with a specific 5QI/ARP and other QoS parameters that are suitable to handle the new DL QoS flow of the UE served by the MWAB. The SDF included in the PDU session modification is identified by the IP@ of the MWAB-gNB and the DSCP value. This provides the BH UPF with the packet classification rules it needs to map the DL traffic from the UE UPF to the right QoS flow on the BH PDU session.
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Figure 6.3.2-2: Protocal stack for UE accessing via MWAB

As shown in the Figure 6.3.2-2, when UE accessing via MWAB

· Uplink data is received and the UE packet needs to be decapsulated with IP BH as the source address at the UE UPF
· Downlink data is encapsulated in UE UPF with address information of MWAB-UE and CN Tunnel Info for MWAB access.
Considering that the UE UPF supports both UE accessing with or without MWAB, a mechanism needs to be defined so that UE-UPF can correctly encapsulate/decapsulate the UE packet. This can be achieved by UE SMF configuring the forwarding rule related to BH PDU session to the UE-UPF.
* * * * Next change * * * *

6.3.3.X
Procedure of PDU session establishment and modification for UE accessing via MWAB

The MWAB-UE is authorized and the corresponding MWAB-gNB is configured via corresponding OAM server. The BH PDU session for MWAB-gNB accessing OAM server and MWAB-gNB N2 access to the AMF can be the same or different based on policy configure to the MWAB-UE, e.g. the URSP rule.
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Figure 6.3.3.x-1: Procedure of PDU session establishment for UE accessing via MWAB
1. MWAB-UE registration, and the MWAB-UE is provided with the MWAB authorization. The MWAB-gNB is configured with information to act as radio access, and the MWAB-gNB is serving the UE.

2. UE sends PDU session establishment request to MWAB-gNB.

3. The BH PDU session modification/establishment to access the serving AMF may be triggered for the N2 access to exchange the signalling for session management procedures.

4. The PDU Session Establishment Request is sent to the serving AMF over the backhaul PDU session.

The following information included in the N2 message to deliver the NAS message may be used to indicate the UE is accessing the network via MWAB-gNB:

- Access Type information, the Access Type information indicates that the UE is accessing the network via MWAB-gNB, the Access Type information may be implemented via the RAT Information defined in 3GPP TS 38.314.

- the MWAB Access Indication IE set to “true“ indicating the NG-RAN node the UE accessing node is MWAB-gNB.

Optionally, the address information of MWAB-UE for the BH PDU session may be included.
5. If the AMF determines the sender of the N2 message is MWAB-gNB, and selects SMF considering MWAB access support.

The AMF determines the sender of the N2 message is MWAB-gNB based on the information received in step 15 or local information, including:


- the local information of the connecting NG-RAN node if indication of MWAB-gNB is recorded in the UE context, e.g. during the previous N2 message exchange for the serving UE.

- the MWAB Access Indication IE set to “true“ is included in the N2 message indicating the NG-RAN node acting as MWAB-gNB; or


- the RAT Information IE indicating the NG-RAN node acting as MWAB-gNB.

6. The AMF invokes Nsmf_PDUSession_CreateSMContext Request service to send the PDU Session Establishment Request to SMF.


The indication indicating the PDU session is established for UE accessing the network via MWAB is included. The indication can be indicated via an explicit indication or RAT type.

The address information of MWAB-UE for the BH PDU session may be included if available.
7. UE context is created for the PDU session on the SMF. The MWAB access information, and the address information of MWAB-UE are recorded if available.

8. SMF selects UPF considering MWAB support.

9. The N4 session is established/modified to establish the user plane connection within 5GC.

10. The CN Tunnel Info for MWAB access is sent to the SMF.

The CN Tunnel Info can be the GTP tunnel information on the UE UPF i used for the user data transportation between the MWAB-gNB and UE UPF over BH PDU session.

11-12. The SMF sends PDU Session Establishment Accept via the AMF through the MWAB-gNB to the UE, and sends N2 message of N2 PDU Session Request with CN Tunnel Info for MWAB access to MWAB-gNB. The message between AMF and MWAB-gNB is over the BH PDU session.
13. MWAB-gNB to UE: The (R)AN may issue AN specific signalling exchange with the UE that is related with the information received from SMF.

14. N2 PDU Session Response is sent from MWAB-gNB to the AMF. The AN Tunnel Info for MWAB access is included, and optionally the address information of MWAB-UE for the BH PDU session is included.
The AN Tunnel Info can be the GTP tunnel information on the MWAB-gNB used for the user data transportation between the MWAB-gNB and UE UPF over BH PDU session.

15. The AMF invokes Nsmf_PDUSession_UpdateSMContext Request service to send N2 message to SMF.

The AN Tunnel Info and the address information of MWAB-UE for the BH PDU session are included if available.

16. The SMF initiates an N4 Session Modification procedure with the UPF. The SMF provides AN Tunnel Info to the UPF as well as the corresponding forwarding rules for data packet transported over BH PDU session. The rule can be configured on N3 UPF or PSA UPF based on which UPF has the functionality

The forwarding rule related to BH PDU session include the following:

- Data packet decapsulation for uplink data to not have address information of MWAB (MWAB-UE or MWAB-gNB) and CN Tunnel Info of UE PDU session.

- Data packet encapsulation of downlink data with address information of MWAB-UE and CN Tunnel Info for MWAB access.

The address information of MWAB-UE and MWAB-gNB can be the same of different.

3a. BH PDU session modification/establishment may be trigger to establish the user plane path to access the UE UPF.
18a-18e. The uplink data is sent to the server of the application from UE via MWAB-gNB and BH PDU session for N3 access.

18b. Uplink data is encapsulated with CN Tunnel Info of UE PDU session in MWAB (MWAB-gNB and/or MWAB-UE) as destination address.


The original destination address can be encapsulated as inner destination address.


The original source address can be encapsulated as inner source address.


The AN Tunnel Info and the CN Tunnel Info for PDU session of the serving UE is also encapsulated for the UE PDU receiving the data packet to identify which PDU session of which serving UE the data packet belongs.
18d. Encapsulated Uplink data decapsulation performed by the UE UPF based on the data packet forwarding rule configured in step 16.


The original destination address of the server indicated in the uplink data sent from UE and the original source address of the serving UE are used for further data forwarding.
19a-19e. The down data is sent from the server of the application to UE via MWAB-gNB and BH PDU session for N3 access.

19b. Downlink data is encapsulated in UE UPF with address information of MWAB-UE and CN Tunnel Info for MWAB access based on the forwarding rule configured in step 16.

19d. Encapsulated downlink data decapsulation performed by the MWAB(MWAB-gNB and/or MWAB-UE).

When the address information of MWAB (MWAB-gNB and/or MWAB-UE) changes, MWAB-gNB can trigger the PDU session modification to update the related information and forwarding rules configured onto the UE UPF.

When the UE handover/mobility to a normal NG-RAN node, the handover procedure is performed and the PDU session of the serving UE changes to a normal PDU session not requiring MWAB related operation as listed above.

When the UE handover/mobility to another MWAB node, the handover procedure is performed and the PDU session of the serving UE is still served by a MWAB node requiring MWAB related operation as listed above.
* * * * Next change  (All new text) * * * *

6.3.4
Impacts on services, entities, and interfaces

MWAB:

-
The MWAB binds the UE QoS flow to a BH PDU session based on the UE requested PDU session and the QoS flow characteristics

UE-SMF:
-    Configure UE-UPF the forwarding rule related to BH PDU session
UE-UPF:
- 
Encapsulation/decapsulation based on forwarding rule related to BH PDU session
* * * * End of change * * * *
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